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In March 2020, with the COVID-19 pandemic 
sweeping North America, enterprises faced a 
difficult challenge: Quickly adapt their business 
and workforce to comply with “safer at home” 
orders, or risk shutting their doors forever. IT 
teams swiftly sprang into action, performing 
triage to cobble together solutions that would 
enable remote work and ensure business 
continuity. Many of these solutions were 
considered temporary — emergency measures 
that would work well enough in the short  
term and would likely go away once the initial 
threat subsided.

But business leaders and IT professionals, like 
the rest of the world, never imagined we were 
about to enter an extended period of disruption, 
extreme social distancing and massive economic 
hardship — one that would require them to 
rethink almost every aspect of the business.

Now that the initial shock has passed, 
organizations are starting to think about how 
they will return to work with this new normal 
— and they have a lot to consider. They must 
make their physical spaces safe for employees, 
customers and clients. They must think 
about implementing digital solutions to serve 
employees and customers who choose to stay 
at home indefinitely. And they would be wise to 
re-evaluate those once-temporary IT solutions to 
shore up vulnerabilities, improve efficiencies and 
save costs in the long run.

Enterprise organizations must address all of 
these challenges at once (many while coping 
with a reduced workforce and revenue loss), 
even as COVID-19 continues to irrevocably alter 
the way they do business. Given the enormity 
of this burden, this special edition of the 
Insight Intelligent Technology™ Pulse Survey 
will focus on helping IT professionals and their 
organizations understand the immediate and 
lingering impact of the COVID-19 pandemic on 
enterprise IT.

Introduction



Methodology

The findings come from an online survey of 200 IT professionals1 in the U.S. and Canada working 
at enterprise companies, ranging from at least 1,000 employees to more than 5,000 employees.  
M/A/R/C Research fielded the survey between May 8, 2020 and May 12, 2020. For the purposes of this 
report, small enterprise companies are defined as having 1,000–2,499 employees, medium enterprise 
companies as having 2,500–4,999 employees and large enterprise companies as having 5,000 or 
more employees.

1 With the following titles: CIO, CTO, CSO, VP or Director of IT/MIS/Operations
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Findings

As businesses try to make sense of life during and after the COVID-19 pandemic, 
it is helpful to separate this period into phases characterized by the state of the IT 
response. In the initial phase, the IT response was reactive. Organizations scrambled 
to acquire or adapt solutions, and, more often than not, an imperfect or incomplete 
solution was better than nothing. 

Currently, we are entering a phase where the IT response can be more reflective as 
IT professionals re-evaluate the new or adapted solutions they have implemented as 
well as develop strategies for what they need to do next. 

Finally, there is the future state, perhaps best described as the new normal, where IT 
professionals must consider how COVID-19 may be changing enterprise IT for good.
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Base: Total respondents (n=200)

Part I: The reactive state

Extremely prepared

Very prepared

Somewhat prepared

Not too prepared

Not at all prepared

How prepared was your company  
to handle IT business changes  
due to COVID-19?
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13%

33%

39%

12%

3%

When COVID-19 hit, many North American enterprises had to change the way they did business 
practically overnight. IT professionals found this abrupt shift quite challenging. Over half (54%) 
revealed that their company was “somewhat,” “not too” or “not at all prepared” to handle IT 
business changes as a result of the pandemic. In fact, when asked to name the biggest lesson of 
their COVID-19 experience thus far, 70% mentioned “preparedness” in some form, with “always be 
prepared for the worst” being a common refrain.

From an IT perspective, many enterprise organizations did not feel 
adequately prepared to respond to the initial impact of COVID-19. Rather 

than operate from a well-defined backup plan or strategic point of  
view, they pivoted rapidly to deploy their remote workforce and 

implement multiple changes at once, sometimes without enough support 
to meet their needs.



Overwhelmingly (and unsurprisingly), the ability to work remotely was a top priority during this reactive 
period: Over half (55%) of IT professionals reported needing to manage or implement user enablement 
and support for remote workers. This turn toward remote work was not seamless, however, and only  
one-quarter (24%) of enterprise organizations experienced no downtime during the transition. Over 
half (56%) were back up and running within two weeks, with the smallest enterprise organizations 
needing more time than larger enterprises. In the scope of the pandemic, delays related to remote work 
were relatively short-lived, but the topic remains top of mind for IT professionals, with 26% specifically 
mentioning the ongoing need for it as the biggest takeaway from their experience thus far.

On average, enterprise organizations had to manage or implement 4.4 IT changes in their initial 
response to COVID-19. The largest enterprises implemented slightly more (4.6), as did organizations 
in the manufacturing (5.1), IT (4.6) and healthcare (4.6) industries. Following remote worker user 
enablement and support, 52% of organizations had to manage or implement collaboration tools  
and voice communication for remote workers — and 45% had to secure access and data outside  
the perimeter of their trusted network.

Base: Total respondents (n=200)

No downtime

Less than 1 week

1–2 weeks

3–4 weeks

5–6 weeks

7–8 weeks

Still figuring it out

When COVID-19 forced new business models and working  
remotely, how long did employees experience any downtime  
while your organization adapted IT systems and processes? 

24%

28%

28%

11%

4%

4%

2%

Part I: The reactive state
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55%
52%

45%
41% 40% 40% 38% 34%

Remote 
worker user  
enablement 
and support

Collaboration  
tools, voice  

communication 
for remote 

workers

Securing access 
and data outside  

perimeter of 
trusted network

Connectivity 
capacity/

bandwidth

Deploying 
virtual desktop 
infrastructure

Developing  
or refining  
business  

continuity/
resiliency plan

Identifying  
or setting up  

new IT systems

Device  
procurement,  
deployment  

or management

Changes You Had to Manage and/or Implement Due to COVID-19

Part I: The reactive state

Base: Total respondents (n=200)
Q. What IT changes did you have to manage and/or implement due to COVID-19? If there are changes that you wanted to manage/implement but 
were not successful, please select those as well. 

Though IT professionals ultimately deemed  
the majority of IT changes successful,  
consumer-facing solutions like customer 
outreach (45%) and establishing e-commerce 
systems (44%) were the most challenging to 
implement. Likewise, device procurement and 
management, as well as application access,  
felt “very challenging” for nearly four in 10 IT  
professionals — perhaps because these  
changes require coordination across a large 
number of employees.

A Business Continuity Plan (BCP) can help 
organizations react more effectively during 
emergencies. However, 15% of IT professionals 
reported that developing or refining their 
business continuity or resiliency plan in  
response to COVID-19 was “extremely 
challenging” and ultimately “not successful.” 
Whether they lacked a robust strategy prior 
to the pandemic or had to adapt an existing 
plan on the fly, financial services (22%) and IT 
(20%) enterprises found this change especially 
challenging. As one respondent put it, “We  
had enough space capacity to execute our  
in-place BCP company-wide, but only just 
barely. Our BCP did not envision a national 
disaster scenario.”
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Part I: The reactive state

Finally, the degree of third-party, as well as financial, support for initial IT changes related to 
COVID-19 may have helped some organizations fare more successfully than others. For example, 
nearly 30% of IT professionals needed to seek additional or new vendors to cover their pandemic 
response needs — and one-quarter (26%) reported “no change” to their IT budget. 

Base: Total respondents (n=200)
Q. Which statement best reflects your relationship with IT solutions and service providers during COVID-19? 

I had the vendors I needed in place and  
was able to work with them on new needs.

I had the vendors I needed in place but did  
not need to rely on them for new needs.

I had some of the right vendors in place but needed  
to seek out additional vendors to cover my needs.

I did not have the vendors I needed in place and  
needed to seek out new ones to cover my needs.

None of the above.

Relationship With IT Service Providers

44%

24%

27%

2%

3%

In the reactive state, IT budgets increased 
“somewhat,” according to 40% of IT 
professionals. Yet, as one respondent put it, 
the “biggest lesson is to have more flexible 
budgets,” suggesting that IT budgets did not 
grow as much as shift in this initial phase of the 
pandemic. Given that cash conservation and 
liquidity continue to be imperatives across many 
enterprise organizations in the era of COVID-19, 
IT professionals are seeing funds re-allocated 
to them in the short term for urgent fixes — as 
opposed to receiving more funds overall for 
future digital transformation initiatives. 

COVID-19 caught everyone, including the 
business sector, off guard and enterprises 
leaned heavily on IT teams to help them react 
quickly. New or adapted IT solutions were 
put in place to ensure remote work as quickly 
and securely as possible. But these fixes were 
far from perfect, especially for organizations 
without adequate financial resources or  
third-party vendor support. And every enterprise 
that made it through the initial storm still had  
a lot to navigate moving forward. 
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Part II: The reflective state

In this time of reflection, enterprise IT priorities for 2020 are shifting. Indeed, half (49%) of IT 
professionals reported their priorities have been “very” or “extremely impacted” by the pandemic. 
More specifically, enabling remote IT management has increased in significance.  Prior to COVID-19,  
26% of IT professionals ranked it among their top three IT priorities; that number has since  
jumped to 42%. Furthermore, the percentage of IT professionals calling it their top priority has  
grown from 11% to 19%. 

As enterprises emerge from the initial phase of COVID-19, they are 
re-evaluating their IT priorities. In particular, they are placing more 

emphasis on remote IT management, employee IT adoption and 
engagement, and automation. Likewise, IT professionals are charged with 
finding forward-facing solutions that will help employees, customers and 

clients feel comfortable working in and patronizing their businesses. 

Base: Total respondents (n=200)

Extremely impacted

Very impacted

Somewhat impacted

Not too impacted

Not at all impacted

Priority impactTo what extent has COVID-19 impacted 
your company's IT priorities for 2020? 
My company's IT priorities have been...? 14%

35%

41%

7%
5%
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Further down the list, but nonetheless indicative 
of the impact of COVID-19 on enterprise IT, 
is that an emphasis on sustaining employee 
adoption and engagement with technology 
increased slightly from 24% pre-pandemic 
to 28% today. In particular, IT professionals 
are concerned with ensuring that employees 
know how to take advantage of IT solutions 
and software2: “While we have made a lot of 
cloud collaboration software available to our 
organization, many users were not using it 
regularly or well-trained with it. We need to 
be more proactive and work on enforcing 
education on new software we roll out to ensure 
our staff [can] use it seamlessly.” 

Likewise, one-quarter (24%) of IT professionals 
listed automating employee work processes 
and tasks in their top three priorities going 
forward.3 Automation is especially important 
for enterprises operating with fewer employees: 
“[We] need to automate processes as we have 
had to reduce staff by one-third.” 

Moreover, automation can increase the efficiency 
of taxed systems and serve as a competitive 
advantage at a time when competitors’ 
operations are more likely to be hindered: 
“Automation in IT helps us create huge 
efficiencies while eliminating the possibility 
of human error and increase the speed of 
application delivery.”

But IT professionals are not just looking back. 
They are also looking ahead to the return 
to work. As one respondent put it, the most 
important lesson from COVID-19 is: “To stay  
safe and keep everyone safe.” In order to meet 
this imperative, enterprises are planning to 
invest in, on average, 3.4 technologies to  
prepare the workplace for human interaction 
once more. The largest enterprises (3.5) and IT 
(3.8), financial services (3.8) and manufacturing 
(3.6) organizations are investing in a slightly 
greater number.

At 58%, smart personal hygiene devices, such 
as hand sanitizer dispensers, are the number 
one technology enterprises are planning to 
implement going forward. Contactless sensors, 
which can be installed in places like doors, 
light switches and bathroom fixtures, as well 
as smartphone tracking to monitor employee, 
customer or guest movements both came  
in second at 36%. Finally, 35% of IT  
professionals plan to acquire infrared 
thermometers and 25% plan to install thermal 
cameras to monitor temperatures and detect  
at-risk individuals. Nearly one-third (33%)  
intend to implement an IoT ecosystem and  
all-encompassing data platform to centralize 
and operate their return to work technologies.

Part II: The reflective state

2 This challenge becomes even more urgent as employees are dispersed in remote environments, far away from support services.
3 Up slightly from 22% prior to COVID-19.
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Part II: The reflective state

58%

36% 36% 35% 33%
28% 28% 25%

Smart  
personal  

hygiene devices 

Contactless 
sensors

Smartphone 
tracking

Contact or 
non-contact  

infrared  
thermometers

An IoT 
ecosystem and 
data platform  
that features  
some or all  

of the above  
technologies

UV light 
disinfection 
technology

Biometric 
identification 

systems

Thermal 
cameras

Which technologies are you planning to invest in to help your business  
return to a state of normalcy as quickly as possible (e.g. in-person interactions  

with customers, clients and among your workforce)? 

Technologies Planning to Invest In

Base: Total respondents (n=200)

Long before COVID-19, the role of the enterprise IT professional had been evolving and expanding as 
IT became increasingly central to business strategy. The pandemic has changed that role yet again. 
If before, IT professionals were tasked with striking a balance between daily operations and future 
innovation, now they must also focus on keeping employees, customers and clients safe and healthy.
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Part III: The new normal

COVID-19 will change the business landscape dramatically. While the 
lasting impact will be unknown for some time, examining IT professionals’ 

current attitudes can help us imagine what the new normal might look 
like. In particular, we predict remote work is here to stay, security will be 
more important than ever, IT will take on an even more significant role 

and certain values will become more ingrained in company cultures.

When asked to name the biggest lesson 
from their experience of COVID-19, many IT 
professionals described a shift in attitude toward 
remote work. Specifically, they seemed to be 
pleasantly surprised by how effective it can be 
(“We have the means to work from everywhere”) 
and by their ability to achieve it at scale (“We 
never thought all of our employees could work 
remote, but we made it work for everyone — it 
has taught us we can really do anything we put 
our mind to”).

Given that companies are seeing the value 
of remote work, it is not surprising that IT 
professionals expect it to remain in place past 
the pandemic: “Moving forward, remote workers 
are going to be the new norm for our company.” 

Some expect executive leadership to put  
more resources toward it: “Leadership will now 
have a bigger buy-in to working remote.”  
Others expect it to influence the company’s 
strategic vision:“[The biggest lesson is]  
framing the business in terms of an increase  
in remote employees.”

Now that companies have made the initial (or an 
additional) investment in their remote workforce 
and are seeing returns, it will be vital for IT 
professionals to examine the solutions they put 
in place early in the pandemic. As they search for 
vulnerabilities, inefficiencies and hidden expenses, 
they can improve these solutions to drive  
long-term value for the business. 

Remote work is here to stay.
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Part III: The new normal
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Though enterprises are experiencing 
benefits from the surge in remote work, its 
implementation (temporarily and potentially 
long-term) has exacerbated existing security 
risks and, possibly, created new ones. As one 
respondent put it, his/her company discovered 
“that network security had to be modified to 
accommodate remote access.” Indeed, prior to 
the emergence of COVID-19, improving data 
and network security and recovery was a top 
priority for half (49%) of IT professionals, and its 
placement in the list of priorities hasn’t changed 
since the pandemic. Moreover, nearly 20% named 
it their number one priority both before and  
after COVID-19.

Moving forward, organizations will be tasked 
with redefining their network perimeters. They 
will need to reckon with large amounts of data 
dispersed across the remote workforce. And 
IT professionals will be challenged by new 
governance, identity and access management 
responsibilities — not to mention the need to 
educate employees about new security risks  
and solutions.

Security remains a top priority for organizations — now with 
even greater urgency.



Part III: The new normal

IT professionals are going to be busier than ever.

The increase in remote work solutions and security demands have made the role of IT more visible 
across enterprises, and IT professionals do not expect that to subside post-pandemic: Over  
three-quarters (79%) of IT professionals expect IT to take on a “somewhat” or “significantly greater”  
role within their organization. It seems this experience has affirmed the value of IT investment, 
especially when it comes to digital solutions: “It is essential to have the latest technologies.” 
Furthermore, this experience has clarified the relationship between IT and business success:  
“Everything is important when it comes to IT, and you never know when it will be called upon  
to save your company.” 

Base: Total respondents (n=200)

Significantly greater

Somewhat greater

No change

Somewhat smaller

How You Feel IT's Role Will  
Change Within Your Organization 28%

51%

17%

5%
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Part III: The new normal

For some organizations, the pandemic was 
a study in innovation, with IT at the helm: 
“A company’s ability to survive any situation 
depends on its ability to innovate. And so its IT 
department should take a very proactive role in 
technological advancements so as to solidify 
the company’s resilience to any unforeseen 
situation.” This will only become more true as 
enterprises increasingly rely on autonomous, 
connected devices to detect and prevent health 
threats. For example, each of these devices 
must be connected to a cloud or data center, 
and each will rely on analytics and reporting to 
surface insights to drive optimization and inform 
decision-making.

In the COVID-19 era, businesses are asking: 
How do we create a digital workforce going 
forward? How do we enable tools for permanent 
remote development? How do we prepare 
our physical spaces for the return of workers, 
guests and customers? All of these projects 
require a significant investment in the digital 
technologies, IT infrastructure and IT teams 
required to implement and manage them, likely 
pushing IT roles to the forefront of the business 
and its ongoing strategic vision.
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Part III: The new normal

Company values will reflect an IT mindset.

As IT moves even closer to the center of the business, its mindset and values will inevitably start to 
shape company culture. IT professionals’ reflections on the biggest lessons of the pandemic contain 
some clues as to what those values might be:

Though some of these values may have been enshrined in enterprises before COVID-19, they may 
become more widespread as organizations start to evaluate the employee behaviors and cultural 
attitudes that helped them weather the crisis. IT professionals and their teams, many of whom 
already live by these values, could find themselves in the unique position to shepherd their company 
culture in this new era. From the ashes of the pandemic, a more nimble, innovative and resilient 
company could rise.

Flexibility: “Flexibility is key.”

Creativity: “Explore every possible channel as a way to provide solution[s] to challenges.”

Agility: “Be able to move quickly and expect possible curveballs thrown at you.”

Collaboration: “[The biggest lesson is] to work together and stay calm.”

Communication: “Communicate with your colleagues as much as possible, to the point of 
maintaining a constant dialogue.”

Resiliency: “A pandemic like this can mobilize an organization.”
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Conclusion

Enterprise organizations and their IT 
professionals have made large strides in a short 
period of time. Forced to reconsider almost 
everything about the business — and certainly 
IT — organizations are slowly finding their 
footing. As evidence, almost two-thirds (65%) of 
IT professionals believe their company is “very” 
or “extremely prepared” to handle a similar 
situation from an IT perspective.

However, the work is far from over, and 
enterprises must remain vigilant. It may feel 
like we are making progress — as individuals, 
communities and businesses — but we cannot 
ignore the long road ahead. After all, numerous 
IT professionals noted that their biggest 
takeaway from their COVID-19 experience is: 
“One can never be too prepared.” Enterprises 
that adopt humility going forward, put employee 
and customer safety first, and empower their IT 
teams are more likely to emerge stronger from 
this unprecedented ordeal.
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About Insight
Insight Enterprises Inc. empowers organizations of all 
sizes with Insight Intelligent Technology Solutions™ and 
services to maximize the business value of IT. As a Fortune 
500-ranked global provider of Digital Innovation, Cloud 
+ Data Center Transformation, Connected Workforce, 
and Supply Chain Optimization solutions and services, 
we help clients successfully manage their IT today while 
transforming for tomorrow. 

Call 1.800.INSIGHT to talk to a specialist, or visit insight.com.


